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INTRODUCTION

	

REGULATION	(EU)	2016/679	OF	THE	EUROPEAN	PARLIAMENT	AND	OF	THE	COUNCIL	on	the	protection	of	natural	persons	with	regard
to	 the	 processing	 of	 personal	 data	 and	 on	 the	 free	 movement	 of	 such	 data,	 and	 repealing	 Directive	 95/46/EC	 (hereinafter:
Regulation)	 specifies	 that	 the	data	 controller	 shall	 take	appropriate	measures	 to	 ensure	 that	 the	data	 subjects	 are	provided	each
information	 regarding	 data	 processing	 in	 a	 concise,	 transparent,	 intelligible	 and	 easily	 accessible	 form,	 using	 clear	 and	 plain
language,	and	that	the	Data	Controller	shall	assist	the	data	subjects	in	exercising	their	rights.

	

The	 obligation	 of	 providing	 prior	 information	 to	 the	 data	 subject	 is	 also	 required	 by	 Act	 CXII	 of	 2011	 on	 informational	 self-
determination	and	the	freedom	of	information.

	

By	providing	the	below	information,	we	shall	fulfil	such	statutory	obligations.

Names	of	Data	Controllers	and	Data	Processors
CHAPTER	I

NAME	OF	THE	DATA	CONTROLLER

Information	released	and	handled	(data	controlled)	by:

	

Company	name:	Alpaka	Kft.

Headquarters:	6724	Szeged,	Textilgyari	ut	4.

Company	register	(registry)	number:	06-09-015657

Tax	number:	22744564-2-06

Representative:	dr.	Vas	Orsolya

Phone	number:	+36	62/	469	740

Fax:	+36	62/	469	740

E-mail	address:	info@fuszerkereskedelem.hu

Website:	www.fuszerkereskedelem.hu,	www.dobozostea.hu

(in	the	following:	Company)

CHAPTER	II

NAMES	OF	DATA	PROCESSORS

Data	processor:	means	a	natural	or	legal	person,	public	authority,	agency	or	any	other	body	which	processes	personal	data	on	behalf
of	the	controller;	(Article	4	(8)	of	the	Regulation)	The	use	of	a	data	processor	does	not	require	the	prior	consent	of	the	data	subject,
but	requires	his	or	her	information.	Accordingly,	we	provide	the	following	information:

1.	IT	services	of	our	company

Our	company	uses	data	processors	to	maintain	and	manage	its	website,	which	provides	IT	services	(hosting	services)	and,	within	the
framework	of	our	contract	with	it,	manages	the	personal	data	provided	on	the	website,	the	operation	is	the	storage	of	personal	data
on	the	serverThe	names	of	these	data	processors	are	as	follows:

	

Company	name:	Introweb	Szolgaltato	es	Kereskedelmi	Kft.

Headquarters:	6724	Szeged,	Gelei	Jozsef	u.	5.

Company	register	(registry)	number:	06-09-008564

Tax	number:	13037176-2-06

Representative:	Ordog	Szilard

Phone	number:	+36	20	414	2574

E-mail	address:	porta@introweb.hu

Website:	www.introweb.hu
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Company	name:	Unas	Online	Kft.

Headquarters:	9400	Sopron,	Major	koz	2.	I./15.

Company	register	(registry)	number:	08-09-015594

Tax	number:	14114113208

Representative:	Koczan	Tamas

E-mail	address:	unas@unas.hu

Website:	www.unas.hu

	

2.	Postal	services,	delivery,	package	sending	(parcel	delivery)

	

The	following	providers:

	

Company	name:	Magyar	Posta	Zrt.

Headquarters:	1138	Budapest,	Dunavirag	utca	2-6.

Company	register	(registry)	number:	01-10-042463

Tax	number:	10901232-2-44

Phone	number:	+36	1	767	8200

E-mail	address:	ugyfelszolgalat@posta.hu

Website:	www.posta.hu

	

Company	name:	GLS	General	Logistics	Systems	Hungary	Csomag-Logisztikai	Kft.

Headquarters:	2351	Alsonemedi	GLS	Europa	u.	2.

Company	register	(registry)	number:	13-09-111-755

Tax	number:	12369410-2-44

Phone	number:	+36	1	802	0265*

	

Company	name:	DPD	Hungaria	Kft.

Headquarters:	1158	Budapest,	Kesmark	utca	14.	B.ep.

Company	register	(registry)	number:	01-09-888141

Tax	number:	13034283-2-42

Representative:	Czifrik	Szabolcs

Phone	number:	+36	1	501	6200

	

Company	name:	Express	One	Hungary	Kft.

Headquarters:	1239	Budapest,	Europa	utca	12.

Company	register	(registry)	number:	01-09-980899

Tax	number:	13947109-2-43

Phone	number:	+36	70	866	8733

E-mail	address:	adatvedelem@expressone.hu

3.	Billing	and	newsletter	systems,	accounting	activities

	

The	following	providers:

	

Company	name:	Kulcs-Soft	Szamitastechnika	Nyrt.

Headquarters:	1022	Budapest,	Torokvesz	ut	30/A.

Company	register	(registry)	number:	01-10-045531

Tax	number:	13812203-2-41

Phone	number:	+36	1	336	5300

	

Company	name:	KBOSS.hu	Kft.	–	Szamlazz.hu

Headquarters:	1031	Budapest,	Zahony	u.	7.

Company	register	(registry)	number:	01-09-303201

Tax	number:	13421739-2-41

Representative:	Stygar-Joo	Janos

E-mail	address:	info@szamlazz.hu

	

Company	name:	Bithuszarok	Szamitastechnikai	es	Szolgaltato	Bt.	-	Listamester.hu

Headquarters:	2051	Biatorbagy,	Damjanich	utca	8.

Company	register	(registry)	number:	13-06-065996

Tax	number:	21158218-2-13

Data	protection	officer:	dr.	Kasa-Richlach	Monika

Officer’s	Phone	number:	+36	20	222	9856

	

mailto:unas@unas.hu
http://www.unas.hu/
mailto:ugyfelszolgalat@posta.hu
http://www.posta.hu/


Company	name:	Del-Thermo	Kft.

Headquarters:	6726	Szeged,	Andras	u.	5.

Company	register	(registry)	number:	06-09-013097

Tax	number:	14490758-2-06

Phone	number:	+36	62	471	896

	

Ensuring	the	Lawfulness	of	Data	Protection,	Use	of	Cookies
CHAPTER	III

	

ENSURING	THE	LAWFULNESS	OF	DATA	PROTECTION

	

1.	 Data	processing	based	on	the	consent	of	the	data	subject

	

If	the	Company	wishes	to	carry	out	data	processing	based	on	consent,	then	the	consent	of	the	data	subject	to	the	processing	of
his	personal	data	must	be	requested	in	a	data	request	form	with	the	content	and	information	specified	in	the	privacy	policy.

	

It	is	also	considered	consent,	if	the	data	subject	checks	the	appropriate	box	while	viewing	the	website	of	the	Company,	performs
relevant	technical	settings	while	using	services	related	to	the	information	society,	or	any	other	statement	or	action,	which	in	the
given	 context,	 clearly	 indicates	 the	 consent	 of	 the	 data	 subject	 to	 the	 processing	 of	 his	 personal	 data.	 Therefore,	 remaining
silent,	pre-checking	of	boxes,	or	not	taking	action	shall	not	be	considered	consent.

	

Such	consent	shall	cover	all	data	processing	activities	performed	for	the	same	purpose	or	purposes.	If	the	data	processing	serves
multiple	purposes	at	the	same	time,	then	the	consent	shall	cover	all	purposes	of	data	processing.

	

If	the	data	subject's	consent	is	given	in	the	context	of	a	written	declaration	which	also	concerns	other	matters	-	e.g.	concluding
sales	or	service	contracts	-	the	request	for	consent	shall	be	presented	in	a	manner	which	is	clearly	distinguishable	from	the	other
matters,	in	an	intelligible	and	easily	accessible	form,	using	clear	and	plain	language.	Any	part	of	such	a	declaration	by	the	data
subject	which	constitutes	an	infringement	of	the	Regulation	shall	not	be	binding.

	

The	Company	shall	not	stipulate	the	conclusion	or	performance	of	contracts	with	the	provision	of	giving	consent	to	the	processing
of	personal	data	that	are	not	necessary	for	performing	the	contract.

	

The	withdrawal	of	consent	must	be	made	possible	in	the	same	simple	manner	as	the	giving	of	consent.

In	case	the	personal	data	were	collected	under	the	consent	of	the	data	subject,	the	data	controller	-	unless	required	otherwise	by
law	-	may	process	the	collected	data	for	the	purpose	of	compliance	with	the	applicable	legal	requirements	without	the	need	to
obtain	a	separate	consent,	and	even	after	the	data	subject	has	withdrawn	its	consent.

	

1.	 Data	processing	based	on	the	fulfillment	of	legal	obligations

	

In	case	of	data	processing	based	on	legal	obligation,	the	provisions	of	the	underlying	provisions	shall	be	applicable	to	the	scope
of	data	to	be	processed,	the	purpose	of	data	processing,	the	duration	of	data	storage,	and	the	recipients.

	

Data	processing	based	on	the	performance	of	 legal	obligations	shall	be	 independent	of	 the	consent	by	the	data	subject,	since
such	data	processing	is	specified	by	legislation.	In	this	case,	prior	to	the	start	of	the	data	processing,	the	data	subject	must	be
informed	 that	such	data	processing	 is	mandatory,	and	prior	 to	 the	data	processing	he	must	be	clearly	and	 in	detail	 informed
about	any	facts	related	to	the	processing	of	his	data,	in	particular	about	the	purpose	and	legal	basis	of	the	data	processing,	the
person	entitled	to	data	processing,	the	duration	of	the	data	processing,	on	the	fact	that	the	data	controller	processes	his	personal
data	based	on	the	applicable	 legal	obligation,	and	about	who	can	have	access	to	the	data.	The	information	should	 include	the
rights	of	the	data	subject	and	any	legal	remedies	relating	to	data	processing.	In	case	of	mandatory	data	processing,	information
may	be	provided	by	disclosing	reference	to	the	legal	provision	containing	the	above	information.

1.	 Facilitating	the	exercise	of	data	subject	rights

	

In	the	course	of	all	data	processing,	the	Company	shall	facilitate	the	exercise	of	data	subject	rights.

CHAPTER	IV

	

PROCESSING	OF	VISITORS’	DATA	ON	THE	WEBSITE	OF	THE	COMPANY	-	INFORMATION	ON	THE	USE	OF	COOKIES

	

1.Visitors	 to	 the	website	must	 be	 informed	 on	 the	 use	 of	 cookies	 at	 the	website,	 and	 the	 visitors’	 consent	 shall	 be	 requested	 in
respect	of	this	-	with	the	exception	of	technically	essential	session	cookies.

	

2.General	information	on	cookies

	

2.1.	Cookies	are	small	data	files	sent	by	the	visited	website	to	the	visitor’s	browser	(in	variable	name-value	format)	to	store	it,	and
later	to	be	uploaded	by	the	same	website.	A	cookie	may	be	assigned	validity	-	it	can	be	valid	until	the	browser	is	closed,	or	for	an
indefinite	period.	At	a	later	stage,	it	will	send	these	data	to	the	browser	server	at	each	HTTP(S)	request.	In	this	way,	it	modifies	the
data	stored	on	the	user’s	computer.

	



2.2.	The	essence	of	cookies	is	that	due	to	the	nature	of	web	services	it	is	necessary	for	it	to	mark	a	user	(e.g.	that	it	entered	the
site)	and	to	handle	it	accordingly	later.	The	danger	lies	in	the	fact	that	the	user	is	not	always	aware	of	the	presence	of	cookies,	and
they	can	be	suitable	for	the	website	operator	or	other	service	providers	whose	contents	are	embedded	in	the	site

(e.g.	 Facebook,	Google	Analytics)	 -	 creating	a	profile	 of	 the	user,	 and	 in	 this	 case	 the	 contents	of	 the	 cookie	may	be	 considered
personal	data.

	

2.3.	Types	of	cookies:

	

2.3.1.	Technically	essential	session	cookies:	cookies	without	which	the	site	simply	would	not	function	as	intended;	they	are	necessary
for	identifying	the	user,	for	example,	to	manage	login	or	what	items	were	placed	in	the	basket,	etc.	This	is	typically	storing	session
IDs,	 since	 other	 data	 are	 stored	 on	 the	 server,	 which	 is	 safer.	 It	 has	 safety	 implications	 -	 if	 the	 session	 cookie’s	 value	 is	 not
generated	 appropriately,	 then	 there	 is	 a	 risk	 of	 session	 hijacking	 attack,	 and	 therefore	 it	 is	 imperative	 that	 these	 values	 are
generated	 correctly.	 In	 other	 terminologies	 all	 cookies	 that	 are	 erased	 when	 you	 exit	 the	 browser	 are	 called	 session	 cookies	 (a
session	is	a	browser	use	from	entry	until	exit).

	

2.3.2.	Cookies	assisting	the	use:	these	are	the	cookies	that	remember	the	user’s	choices,	for	example	the	form	of	the	site	the	user
wishes	to	see	it.	These	types	of	cookies	actually	mean	the	setting	data	stored	in	the	specific	cookie.

	

2.3.3.	 Performance	 cookies:	 even	 though	 these	 cookies	 do	 not	 have	much	 to	 do	with	 “performance”,	 these	 are	 the	 cookies	 that
collect	information	about	the	user’s	behavior	within	the	visited	site,	the	time	he	spent	there,	and	any	clicks.	Typically,	these	third-
party	applications	(e.g.	Google	Analytics,	AdWords,	or	Yandex.ru	cookies).	They	are	suitable	for	visitor	profiling.

	

For	more	information	on	Google	Analytics	cookies	please	see:

	

https://developers.google.com/analytics/devguides/collection/analyticsjs/cookie-usage

	

For	more	information	on	Google	AdWords	cookies	please	see:

	

https://support.google.com/adwords/answer/2407785?hl=hu

	

2.4.	Accepting	the	use	of	cookies	is	not	mandatory.	You	may	reset	your	browser	settings	to	refuse	all	cookies	or	to	indicate	when	the
system	 is	 sending	a	 cookie.	Although	most	browsers	automatically	 accept	 cookies	as	default,	 but	 they	 can	usually	be	 changed	 in
order	to	prevent	automatic	acceptance,	and	offers	a	choice	every	time.

	

You	can	find	information	about	the	cookie	settings	of	the	most	popular	browsers	at	the	links	below:
•	Google	Chrome:	https://support.google.com/accounts/answer/61416?hl=hu
•	Firefox:	https://support.mozilla.org/hu/kb/sutik-engedelyezese-es-tiltasa-amit-weboldak-haszn
•	Microsoft	Internet	Explorer	11:	http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-11
•	Microsoft	Internet	Explorer	10:	http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-10-win-7
•	Microsoft	Internet	Explorer	9:	http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-9
•	Microsoft	Internet	Explorer	8:	http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-8
•	Microsoft	Edge:	http://windows.microsoft.com/hu-hu/windows-10/edge-privacy-faq
•	Safari:	https://support.apple.com/hu-hu/HT201265

However,	we	would	like	draw	your	attention	to	the	fact	that	some	website	features	or	services	may	not	function	properly	without	the
use	of	cookies.

	

1.	 	Information	about	the	cookies	used	on	the	Company's	website	and	the	data	created	during	visiting	the	website

	

3.1.	Scope	of	data	processed	during	visiting	the	website:	Our	Company’s	website	may	record	and	process	the	following	data	on	the
visitor,	or	the	device	the	visitor	used	for	browsing:

IP	address	used	by	the	visitor,

browser	type,
characteristics	of	the	operating	system	of	the	device	used	for	browsing	(the	language	set),
date	of	the	visit,
the	visited	(sub)page,	function	or	service.

	

click

	

We	retain	these	data	for	a	period	of	up	to	90	days,	and	use	them	primarily	for	inspecting	security	incidents.

	

3.2.	Cookies	used	on	the	website

	

3.2.1.	Technically	essential	session	cookies

	

Purpose	of	data	processing:	ensuring	the	appropriate	operation	of	the	website.	These	cookies	are	necessary	for	the	visitors	to	browse
the	website	smoothly	and	make	full	use	of	its	features	as	well	as	the	services	available	through	the	website,	such	as	-	among	others	-
in	particular	remembering	the	operations	performed	by	the	visitors	on	the	specific	pages,	or	 identifying	the	signed-in	user	during	a
visit.	 These	 cookies	 only	 perform	data	processing	during	 the	 actual	 visit	 of	 a	 visitor,	 and	at	 the	 end	of	 the	 session,	 or	when	 the
browser	is	closed,	these	type	of	cookies	are	automatically	deleted	from	the	visitor’s	computer.

	

https://developers.google.com/analytics/devguides/collection/analyticsjs/cookie-usage
https://support.google.com/adwords/answer/2407785?hl=hu
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https://support.mozilla.org/hu/kb/sutik-engedelyezese-es-tiltasa-amit-weboldak-haszn
http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-11
http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-10-win-7
http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-9
http://windows.microsoft.com/hu-hu/internet-explorer/delete-manage-cookies#ie=ie-8
http://windows.microsoft.com/hu-hu/windows-10/edge-privacy-faq
https://support.apple.com/hu-hu/HT201265


The	 legal	 basis	 of	 such	 data	 processing	 is	 Section	 13/A(3)	 of	 Act	 CVIII	 of	 2001	 on	 certain	 issues	 of	 electronic	 commerce	 and
information	society	services	(Electronic	Commerce	Act),	which	stipulates	that	the	service	provider	may	–	for	the	purpose	of	providing
the	service	–	process	personal	data	indispensable	for	providing	the	service	for	technical	reasons.	Should	other	conditions	be	identical,
the	service	provider	shall	select	and	operate	the	means	applied	in	the	course	of	providing	information	society	service	at	all	times,	so
that	personal	data	be	processed	only	if	it	is	absolutely	indispensable	for	providing	the	service	or	achieving	other	objectives	stipulated
in	this	Act,	and	only	to	the	required	extent	and	duration.

	

3.2.2.	Cookies	assisting	use:

	

These	cookies	remember	the	user’s	choices,	for	example	the	form	of	the	site	the	user	wishes	to	see	it.	These	types	of	cookies	actually
mean	the	setting	data	stored	in	the	specific	cookie.

	

The	legal	basis	of	the	data	processing	is	the	consent	of	the	visitor.

	

The	purpose	of	data	processing:	Increasing	the	efficiency	of	the	service,	enhancing	user	experience,	making	the	use	of	the	site
more	convenient.

	

These	data	are	stored	on	the	user's	computer;	the	website	has	simply	access	to	them	to	recognize	its	visitors.

	

3.2.3.	Performance	cookies:

	

These	cookies	collect	information	about	the	user’s	behavior	within	the	visited	site,	the	time	he	spent	there,	and	any	clicks.	Typically,
these	are	third-party	applications	(e.g.	Google	Analytics,	AdWords).

The	basis	of	data	processing:	the	consent	of	the	data	subject.

	

The	purpose	of	data	processing:	analysis	of	the	website,	sending	advertising	offers.

	

Information	on	the	Rights	of	the	Data	Subject
CHAPTER	V

	

INFORMATION	ON	THE	RIGHTS	OF	THE	DATA	SUBJECT

	

1.	 Short	summary	of	the	rights	of	the	data	subject:

	

1.	 Transparent	information	and	communication,	as	well	as	assisting	the	data	subjects	in	exercising	their	rights
2.	 Right	to	receive	prior	information	-	if	personal	data	are	collected	from	the	data	subject
3.	 Informing	the	data	subject,	and	information	to	be	provided	where	personal	data	have	not	been	obtained	from	the	data	subject
4.	 Right	of	access	by	the	data	subject
5.	 Right	to	rectification
6.	 Right	to	erasure	(“right	to	be	forgotten”)
7.	 Right	to	restriction	of	processing
8.	 Notification	obligation	regarding	rectification	or	erasure	of	personal	data	or	restriction	of	processing
9.	 Right	to	data	portability
10.	 Right	to	object
11.	 Automated	individual	decision-making,	including	profiling
12.	 Restrictions
13.	 Communication	of	a	personal	data	breach	to	the	data	subject
14.	 Right	to	lodge	a	complaint	with	a	supervisory	authority	(right	to	supervisory	judicial	remedy)
15.	 Right	to	an	effective	judicial	remedy	against	a	supervisory	authority
16.	 Right	to	an	effective	judicial	remedy	against	a	controller	or	processor

	

1.	Rights	of	the	data	subject	in	detail:

	

1.Transparent	information	and	communication,	as	well	as	assisting	the	data	subjects	in	exercising	their	rights

	

1.1.	The	data	controller	shall	provide	all	information	regarding	the	processing	of	personal	data	in	a	concise,	transparent,	intelligible
and	easily	 accessible	 form,	using	 clear	 and	plain	 language,	 in	particular	 for	 any	 information	addressed	 specifically	 to	a	 child.	 The
information	must	 be	 provided	 in	writing	 or	 otherwise	 -	 including	 electronic	means	where	 appropriate.	 At	 the	 request	 of	 the	 data
subject,	verbal	information	may	also	be	provided,	in	case	the	identity	of	the	data	subject	is	verified.

	

1.2.	The	data	controller	shall	facilitate	for	the	data	subjects	to	exercise	their	rights.

	

1.3.	The	data	controller	shall,	without	undue	delay,	but	in	any	event	within	one	month	following	the	receipt	of	the	request,	inform	the
data	subject	about	the	measures	determined	in	respect	of	the	request	to	exercise	the	rights	of	the	data	subject.	This	period	may	be
extended

by	two	months	under	the	conditions	specified	in	the	Regulation,	which	information	must	be	provided	to	the	data	subject.

	

1.4.	 If	 the	controller	does	not	 take	action	on	 the	request	of	 the	data	subject,	 the	controller	shall	 inform	the	data	subject	without



delay	and	at	the	latest	within	one	month	of	receipt	of	the	request	of	the	reasons	for	not	taking	action	and	on	the	possibility	of	lodging
a	complaint	with	a	supervisory	authority	and	seeking	a	judicial	remedy.

	

1.5.	The	data	controller	provides	the	data	and	the	 information	on	the	rights	of	the	data	subject	 free	of	charge,	however,	 in	cases
provided	for	in	the	Regulation	a	fee	may	be	charged.

	

The	detailed	rules	can	be	found	in	Article	12	of	the	Regulation.

	

2.	Right	to	receive	prior	information	-	if	personal	data	are	collected	from	the	data	subject

	

2.1.	 The	 data	 subject	 is	 entitled	 to	 be	 informed	 about	 any	 facts	 and	 information	 related	 to	 the	 data	 processing,	 prior	 to	 the
commencement	of	the	data	processing.	In	this	context,	the	data	subject	must	be	informed	about:

	

1.	 a)	the	identity	and	contact	details	of	the	data	controller	and	his	representative,
2.	 b)	the	contact	details	of	the	data	protection	officer	(where	applicable),
3.	 c)	the	purposes	of	the	processing	for	which	the	personal	data	are	intended	as	well	as	the	legal	basis	for	the	processing,
4.	 d)	 the	 legitimate	 interests	 of	 the	 data	 controller	 or	 of	 a	 third	 party,	 where	 the	 processing	 is	 based	 on	 pursuing	 legitimate

interests,
5.	 e)	the	recipients	of	personal	data	-	to	whom	the	personal	data	are	disclosed	-,	or	categories	of	recipients	of	the	data,	if	any;
6.	 e)	where	applicable,	the	fact	that	the	controller	intends	to	transfer	personal	data	to	a	third	country	or	international	organisation.

	

2.2.	 In	order	 to	ensure	 fair	and	 transparent	data	processing,	 the	data	controller	 shall	provide	 the	data	subject	with	 the	 following
information:

	

1.	 a)	the	period	for	which	the	personal	data	will	be	stored,	or	if	that	is	not	possible,	the	criteria	used	to	determine	that	period;
2.	 b)	the	existence	of	the	right	to	request	from	the	controller	access	to	and	rectification	or	erasure	of	personal	data	or	restriction	of

processing	concerning	the	data	subject	or	to	object	to	processing	as	well	as	the	right	to	data	portability;
3.	 c)where	the	processing	is	based	on	the	consent	of	the	data	subject,	the	existence	of	the	right	to	withdraw	consent	at	any	time,

without	affecting	the	lawfulness	of	processing	based	on	consent	before	its	withdrawal;
4.	 d)	the	right	to	lodge	a	complaint	with	a	supervisory	authority;
5.	 e)	whether	the	provision	of	personal	data	is	a	statutory	or	contractual	requirement,	or	a	requirement	necessary	to	enter	into	a

contract,	as	well	as	whether	the	data	subject	is	obliged	to	provide	the	personal	data	and	of	the	possible	consequences	of	failure
to	provide	such	data;

6.	 f)	the	existence	of	automated	decision-making,	including	profiling,	and	at	least	in	those	cases	meaningful	information	about	the
logic	involved,	as	well	as	clear

information	on	the	significance	and	the	envisaged	consequences	of	such	processing	for	the	data	subject.

	

2.3.	Where	the	data	controller	intends	to	further	process	the	personal	data	for	a	purpose	other	than	that	for	which	the	personal	data
were	 collected,	 the	 data	 controller	 shall	 provide	 the	 data	 subject	 prior	 to	 that	 further	 processing	 with	 information	 on	 that	 other
purpose	and	with	any	relevant	further	information.

	

The	detailed	rules	for	the	right	to	prior	information	are	set	out	in	Article	13	of	the	Regulation.

	

3.	Informing	the	data	subject,	and	 information	to	be	provided	where	personal	data	have	not	been	obtained	from	the
data	subject

	

3.1.	Where	personal	data	have	not	been	obtained	from	the	data	subject,	the	data	controller	must	inform	the	data	subject	within	one
week	after	obtaining	the	personal	data;	where	personal	data	are	used	for	contacting	the	data	subject,	at	the	time	of	first	contacting
the	data	subject;	if	a	disclosure	to	another	recipient	is	envisaged,	at	the	latest	when	the	personal	data	are	first	disclosed,	the	data
subject	must	be	informed	about	the	facts	and	information	described	in	the	above	Point	2,	about	the	affected	categories	of	personal
data,	from	which	source	the	personal	data	originate,	and	if	applicable,	whether	it	came	from	publicly	accessible	sources.

	

3.2.	Further	rules	shall	be	governed	by	the	contents	of	the	above	Point	2	(Right	to	receive	prior	information).

	

The	detailed	rules	for	providing	information	are	set	out	in	Article	14	of	the	Regulation.

	

4.	Right	of	access	by	the	data	subject

	

4.1.	The	data	subject	shall	have	the	right	to	obtain	from	the	controller	confirmation	as	to	whether	or	not	personal	data	concerning
him	or	her	are	being	processed,	and,	where	that	is	the	case,	access	to	the	personal	data	and	the	information	contained	in	the	above
Points	2-3.	(Article	15	of	the	Regulation).

	

4.2.	Where	personal	data	are	transferred	to	a	third	country	or	to	an	international	organisation,	the	data	subject	shall	have	the	right
to	be	informed	of	the	appropriate	safeguards	pursuant	to	Article	46	of	the	Regulation	relating	to	the	transfer.

	

4.3.	 The	 data	 controller	 shall	 provide	 the	 data	 subject	 with	 one	 copy	 of	 the	 processed	 personal	 data.	 The	 data	 subject	may	 be
charged	a	reasonable	administration	fee	for	any	additional	copies	by	the	data	controller.

	

The	detailed	rules	of	the	right	of	access	by	the	data	subject	can	be	found	in	Article	15	of	the	Regulation.

	



5.	Right	to	rectification

5.1.	The	data	subject	shall	be	entitled	to	have	the	data	controller	rectify	his	or	her	incorrect	personal	data	without	delay.

	

5.2.	Taking	 into	 account	 the	 purposes	 of	 the	 processing,	 the	 data	 subject	 shall	 have	 the	 right	 to	 have	 incomplete	 personal	 data
completed,	including	by	means	of	providing	a	supplementary	statement.

	

These	rules	are	set	out	in	Article	16	of	the	Regulation.

	

6.	Right	to	erasure	(“right	to	be	forgotten”)

	

6.1.	The	data	 subject	 shall	 have	 the	 right	 to	 obtain	 from	 the	data	 controller	 the	 erasure	of	 personal	 data	 concerning	him	or	 her
without	undue	delay	and	the	controller	shall	have	the	obligation	to	erase	personal	data	without	undue	delay	if

	

1.	 a)	the	personal	data	are	no	longer	necessary	in	relation	to	the	purposes	for	which	they	were	collected	or	otherwise	processed;
2.	 b)	the	data	subject	has	withdrawn	his	or	her	consent	on	which	the	data	processing	is	based,	and	there	is	no	other	legal	ground

for	the	processing;
3.	 c)	the	data	subject	objects	to	the	data	processing,	and	there	is	no	priority	legitimate	reason	for	the	data	processing,
4.	 d)	the	personal	data	have	been	unlawfully	processed;
5.	 e)	the	personal	data	have	to	be	erased	for	compliance	with	a	legal	obligation	in	Union	or	Member	State	law	to	which	the	data

controller	is	subject;
6.	 f)	the	personal	data	have	been	collected	in	relation	to	the	offer	of	information	society	services.

	

6.2.	The	right	to	erasure	may	not	be	exercised	if	the	data	processing	is	required

	

1.	 a)	for	exercising	the	right	of	freedom	of	expression	and	information;
2.	 b)	for	compliance	with	a	legal	obligation	which	requires	processing	by	Union	or	Member	State	law	or	for	the	performance	of	a

task	carried	out	in	the	public	interest	or	in	the	exercise	of	official	authority	vested	in	the	data	controller;
3.	 c)	for	reasons	of	public	interest	in	the	area	of	public	health;
4.	 d)	for	archiving	purposes	in	the	public	interest,	scientific	or	historical	research	purposes	or	statistical	purposes,	in	so	far	as	the

right	to	erasure	is	likely	to	render	impossible	or	seriously	impair	the	achievement	of	the	objectives	of	that	processing;	or
5.	 e)	for	the	establishment,	exercise	or	defense	of	legal	claims.

	

	

The	detailed	rules	of	the	right	to	erasure	are	set	out	in	Article	17	of	the	Regulation.

	

7.	Right	to	restriction	of	processing

	

7.1.	Where	data	processing	has	been	restricted,	such	personal	data	shall,	with	the	exception	of	storage,	only	be	processed	with	your
consent	or	for	the	establishment,	exercise	or	defense	of	your	legal	claims	or	for	the	protection	of	the	rights	of	another	natural	or	legal
person	or	for	reasons	of	important	public	interest	of	the	Union	or	of	a	Member	State.

7.2.	The	data	subject	shall	have	the	right	to	obtain	from	the	data	controller	restriction	of	data	processing	where	one	of	the	following
applies:

	

1.	 a)	accuracy	of	the	personal	data	is	contested	by	the	data	subject,	for	a	period	enabling	the	data	controller	to	verify	the	accuracy
of	the	personal	data;

2.	 b)	the	processing	is	unlawful	and	the	data	subject	opposes	the	erasure	of	the	personal	data	and	requests	the	restriction	of	their
use	instead;

3.	 c)	the	data	controller	no	longer	needs	the	personal	data	for	the	purposes	of	the	processing,	but	they	are	required	by	the	data
subject	for	the	establishment,	exercise	or	defense	of	legal	claims;	or

4.	 d)	 the	data	 subject	 has	 objected	 to	 data	processing;	 in	 this	 case	 such	 restriction	 shall	 be	 valid	 for	 a	 period	 it	 is	 determined
whether	the	legitimate	grounds	of	the	data	controller	override	those	of	the	data	subject.

	

7.3.	The	data	subject	shall	be	informed	before	the	restriction	of	processing	is	lifted.

	

These	relevant	rules	are	set	out	in	Article	18	of	the	Regulation.

	

8.	Notification	obligation	regarding	rectification	or	erasure	of	personal	data	or	restriction	of	processing

	

The	data	controller	shall	inform	each	recipient	of	any	rectification,	erasure	or	restriction,	whom	or	which	the	personal	data	have	been
disclosed	to,	unless	this	proves	impossible	or	involves	a	disproportionate	effort.	On	request,	the	data	controller	shall	inform	the	data
subject	of	these	recipients.

	

These	rules	can	be	found	in	Article	19	of	the	Regulation.

	

9.	Right	to	data	portability

	

9.1.	Under	the	conditions	specified	in	the	Regulation,	the	data	subject	shall	have	the	right	to	receive	the	personal	data	concerning
him	or	her,	which	he	or	she	has	provided	to	a	controller,	in	a	structured,	commonly	used	and	machine-readable	format	and	have	the
right	 to	 transmit	 those	 data	 to	 another	 controller	 without	 hindrance	 from	 the	 controller	 to	 which	 the	 personal	 data	 have	 been
provided,	where



	

1.	 a)	the	processing	is	based	on	consent	or	on	a	contract;	and
2.	 b)	the	processing	is	carried	out	by	automated	means.

	

9.2.	The	data	subject	shall	be	entitled	to	request	the	direct	transfer	of	the	personal	data	between	the	data	controllers.

	

9.3.	Exercising	 the	right	 to	data	 transfer	may	not	 infringe	Article	17	of	 the	Regulation	(Right	 to	erasure	(“right	 to	be	 forgotten”).
Right	to	data	portability	shall	not	be	exercised	if	the	data	processing	is	required	for	the	performance	of	a	task	carried	out	in	the	public
interest	 or	 in	 the	 exercise	 of	 official	 authority	 vested	 in	 the	 data	 controller.	 This	 right	 shall	 not	 adversely	 affect	 the	 rights	 and
freedoms	of	others.

The	detailed	rules	can	be	found	in	Article	20	of	the	Regulation.

	

10.	Right	to	object

	

10.1.	The	data	subject	has	the	right	to	object,	on	grounds	relating	to	his	or	her	particular	situation,	at	any	time	to	the	processing	of
personal	 data	 concerning	 him	 or	 her	 for	 public	 interest	 or	 for	 exercising	 public	 authority	 (Section	 (1)	 e)	 of	 Article	 6),	 or	 for	 the
purposes	of	legitimate	interests	(Point	f)	of	Article	6),	including	profiling.	In	this	case	the	data	controller	may	not	continue	to	process
the	personal	data,	except	where	the	data	controller	demonstrates	compelling	 legitimate	grounds	for	 the	processing	which	override
the	interests,	rights,	and	freedoms	of	the	data	subject,	or	are	needed	for	the	establishment,	exercise	or	defense	of	legal	claims.

	

10.2.	Where	personal	data	are	processed	for	direct	marketing	purposes,	the	data	subject	shall	have	the	right	to	object	at	any	time	to
processing	of	personal	data	concerning	him	or	her	for	such	marketing,	which	includes	profiling	to	the	extent	that	it	is	related	to	such
direct	marketing.	Where	the	data	subject	objects	to	processing	for	direct	marketing	purposes,	the	personal	data	shall	no	longer	be
processed	for	such	purposes.

	

10.3.	At	the	latest	at	the	time	of	the	first	communication	with	the	data	subject,	the	rights	shall	be	explicitly	brought	to	the	attention
of	the	data	subject	and	shall	be	presented	clearly	and	separately	from	any	other	information.

	

10.4.	The	data	subject	may	exercise	his	or	her	right	to	protest	via	automated	devices	based	on	technical	specifications	as	well.

	

10.5.	Where	personal	data	are	processed	for	scientific	or	historical	 research	purposes	or	statistical	purposes,	 the	data	subject,	on
grounds	relating	to	his	or	her	particular	situation,	shall	have	the	right	to	object	to	the	processing	of	personal	data	concerning	him	or
her,	unless	the	processing	is	necessary	for	the	performance	of	a	task	carried	out	for	reasons	of	public	interest.

	

The	relevant	rules	are	set	out	in	Article	21	of	the	Regulation.

	

11.	Automated	individual	decision-making,	including	profiling

	

11.1.	The	data	subject	shall	have	the	right	not	to	be	subject	to	a	decision	based	solely	on	automated	processing,	including	profiling,
which	produces	legal	effects	concerning	him	or	her	or	similarly	significantly	affects	him	or	her.

	

11.2.	This	right	may	not	be	exercised,	if	the	decision:

	

1.	 a)	is	necessary	for	entering	into,	or	performance	of,	a	contract	between	the	data	subject	and	a	data	controller;
2.	 b)	 is	 authorised	 by	 Union	 or	 Member	 State	 law	 to	 which	 the	 data	 controller	 is	 subject	 and	 which	 also	 lays	 down	 suitable

measures	to	safeguard	the	data	subject's	rights	and	freedoms	and	legitimate	interests;	or
3.	 c)	is	based	on	the	data	subject's	explicit	consent.

	

11.3.	In	the	cases	referred	to	in	Points	a)	and	c)	above,	the	data	controller	shall	implement	suitable	measures	to	safeguard	the	data
subject's	rights	and	freedoms	and	legitimate	interests,

at	least	the	right	to	obtain	human	intervention	on	the	part	of	the	controller,	to	express	his	or	her	point	of	view	and	to	contest	the
decision.

	

Further	rules	are	set	out	in	Article	22	of	the	Regulation.

12.	Restrictions

	

Union	or	Member	State	law	to	which	the	data	controller	or	data	processor	is	subject	may	restrict	by	way	of	a	legislative	measure	the
scope	of	the	obligations	and	rights	(Articles	12	to	22	and	Article	34,	as	well	as	Article	5),	when	such	a	restriction	respects	the	essence
of	the	fundamental	rights	and	freedoms.

	

The	conditions	of	such	restrictions	are	set	out	in	Article	23	of	the	Regulation.

	

13.	Communication	of	a	personal	data	breach	to	the	data	subject

	

13.1.	When	 the	 personal	 data	 breach	 is	 likely	 to	 result	 in	 a	 high	 risk	 to	 the	 rights	 and	 freedoms	 of	 natural	 persons,	 the	 data
controller	shall	communicate	the	personal	data	breach	to	the	data	subject	without	undue	delay.	Such	 information	shall	describe	 in
clear	and	plain	language	the	nature	of	the	personal	data	breach	and	contain	at	least	the	following:

	



1.	 a)	the	name	and	contact	details	of	the	data	protection	officer	or	other	contact	point	where	more	information	can	be	obtained;

	

1.	 b)	description	of	the	likely	consequences	of	the	personal	data	breach;
2.	 c)	 description	 of	 the	 measures	 taken	 or	 proposed	 to	 be	 taken	 by	 the	 data	 controller	 to	 address	 the	 personal	 data	 breach,

including,	where	appropriate,	measures	to	mitigate	its	possible	adverse	effects.

	

13.2.	Informing	the	data	subject	shall	not	be	required	if	any	of	the	following	conditions	are	met:

	

1.	 a)	the	data	controller	has	implemented	appropriate	technical	and	organisational	protection	measures,	and	those	measures	were
applied	to	the	personal	data	affected	by	the	personal	data	breach,	in	particular	those	that	render	the	personal	data	unintelligible
to	any	person	who	is	not	authorised	to	access	it,	such	as	encryption;

2.	 b)	the	data	controller	took	subsequent	measures	following	the	personal	data	breach	which	ensure	that	the	high	risk	to	the	rights
and	freedoms	of	the	data	subjects	is	no	longer	likely	to	materialise;

3.	 c)	the	information	would	involve	disproportionate	effort.	In	such	cases,	there	shall	instead	be	a	public	communication	or	similar
measure	whereby	the	data	subjects	are	informed	in	an	equally	effective	manner.

	

Further	rules	are	set	out	in	Article	34	of	the	Regulation.

	

14.	Right	to	lodge	a	complaint	with	a	supervisory	authority	(right	to	supervisory	judicial	remedy)

	

The	data	subject	has	the	right	to	lodge	a	complaint	to	a	supervisory	authority	-	in	particular	in	the	European	Member	State	of	his	or
her	habitual	place	of	stay,	place	of	work	or	the	place	of

the	alleged	infringement	-	in	case	the	data	subject	believes	that	the	processing	of	his	or	her	personal	data	violates	the	Regulation.
The	supervisory	authority	with	which	the	complaint	has	been	lodged	shall	inform	the	complainant	on	the	progress	and	the	outcome	of
the	complaint	including	the	possibility	of	a	judicial	remedy.

	

These	rules	are	set	out	in	Article	77	of	the	Regulation.

15.	Right	to	an	effective	judicial	remedy	against	a	supervisory	authority

	

15.1.	Without	prejudice	to	any	other	administrative	or	non-judicial	remedy,	each	natural	or	legal	person	shall	have	the	right	to	an
effective	judicial	remedy	against	a	legally	binding	decision	of	a	supervisory	authority	concerning	him	or	her.

	

15.2.	Without	prejudice	to	any	other	administrative	or	non-judicial	remedy,	each	data	subject	shall	have	the	right	to	a	an	effective
judicial	remedy	where	the	supervisory	authority	which	is	competent	does	not	handle	a	complaint	or	does	not	inform	the	data	subject
within	three	months	on	the	progress	or	outcome	of	the	complaint	lodged.

	

15.3.	Proceedings	against	 a	 supervisory	authority	 shall	 be	brought	before	 the	 courts	of	 the	Member	State	where	 the	 supervisory
authority	is	established.

	

15.4.	Where	proceedings	are	brought	against	a	decision	of	a	supervisory	authority	which	was	preceded	by	an	opinion	or	a	decision	of
the	Board	in	the	consistency	mechanism,	the	supervisory	authority	shall	forward	that	opinion	or	decision	to	the	court.

	

These	rules	are	set	out	in	Article	78	of	the	Regulation.

16.	Right	to	an	effective	judicial	remedy	against	a	controller	or	processor

	

16.1.	Without	 prejudice	 to	 any	 available	 administrative	 or	 non-judicial	 remedy,	 including	 the	 right	 to	 lodge	 a	 complaint	 with	 a
supervisory	authority,	each	data	subject	shall	have	the	right	to	an	effective	judicial	remedy	where	he	or	she	considers	that	his	or	her
rights	under	this	Regulation	have	been	infringed	as	a	result	of	the	processing	of	his	or	her	personal	data	in	non-compliance	with	this
Regulation.

	

16.2.	Proceedings	against	a	data	controller	or	a	data	processor	shall	be	brought	before	the	courts	of	the	Member	State	where	the
data	 controller	 or	 data	 processor	 has	 an	 establishment.	 Alternatively,	 such	 proceedings	may	 be	 brought	 before	 the	 courts	 of	 the
Member	 State	where	 the	 data	 subject	 has	 his	 or	 her	 habitual	 residence,	 unless	 the	 data	 controller	 or	 data	 processor	 is	 a	 public
authority	of	a	Member	State	acting	in	the	exercise	of	its	public	powers.

	

These	rules	are	set	out	in	Article	79	of	the	Regulation.

	

	

16/05/2018	Szeged

Orsolya	Vas

Manager

Alpaka	Kft.


